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The Institute of Internal Auditors’ (IIA) International Standards for the Professional 
Practice of Internal Auditing, Performance Standard 2500 - Monitoring Progress, 
require we “…establish and maintain a system to monitor the disposition of results 
communicated to management.” Internal Audit has established the Corrective 
Action Plan (CAP) process to meet this requirement. The process includes 
monitoring and reporting whether management has implemented corrective 
actions to address audit findings, observations, and recommendations.   
 
Internal Audit issued the Data Center Consulting Engagement Report to District 
management and administration on June 8, 2018. Our consulting engagement 
report included 26 recommendations to strengthen physical, logical, and 
environmental controls over the data center. As this was a consulting engagement, 
a corrective action plan (CAP) was not required by the Institute of Internal Auditors’ 
Standards. However, administration and management accepted our 26 
recommendations and developed a CAP with 25 corrective action activities to 
address them across a 3-year span (fiscal years 2019, 2020, and 2021). 
 
We issued the first Follow-up Review report on July 31, 2019. This update 
represents the second Follow-up Review report in the series.  
 
This follow-up report is an abbreviated version of the full report. The full report 
contains sensitive and confidential information that relates to computer network 
security/operation and is not subject to the disclosure requirements of the Texas 
Public Information Act based on the exception found in Government Code 
552.139. The full report was released to the appropriate levels of leadership and 
management. 

 

 
The objective and scope of this second follow-up review are to assess the status 
and quality of three corrective actions due December 31, 2019, and monitor 
progress made on the remaining activities up to April 30, 2020. 
 

 

 
To achieve our objective, we: 
 
• Held meetings and communicated with persons responsible for carrying out 

the CAP activities. 
• Reviewed supporting documentation maintained by management as evidence 

of completion of the CAP activities provided to Internal Audit.  
 

 
This was a limited scope follow-up review covering only the actions taken by 
management and administration to address the original results and 
recommendations stated in the Objective and Scope section of this report. No 
representations of assurance are made to other areas or periods not covered by 
this follow-up review. 
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